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1. What is this Privacy Notice about?

The Academy of Music Mountain Piano (also «we», «us») collects and processes
personal data that concern you but also other individuals («third parties»). We use
the word «data» here interchangeably with «personal data».

In this Privacy Notice, we describe what we do with your data when you use
www.mountain-piano.ch, to obtain services or products from us, interact with us in
relation to a contract, communicate with us or otherwise deal with us. When
appropriate we will provide a just-in-time notice to cover any additional processing
activities not mentioned in this Privacy Notice. In addition, we may inform you about
the processing of your data separately, for example in consent forms, terms and
conditions, additional privacy notices, forms and other notices.

If you disclose data to us or share data with us about other individuals, such as
family members, co-workers, etc., we assume that you are authorised to do so and
that the relevant data is accurate. When you share data about others with us, you
confirm that. Please make sure that these individuals have been informed about this
Privacy Notice.

2. Who is the controller for processing your data?

Academy of Music Mountain Piano, Route des Layeux 3, Villars-sur-Ollon (the
«[company]») is the controller for the Academy of Music Mountain Piano’s
processing under this Privacy Notice, unless we tell you otherwise in an individual
case.

You may contact us for data protection concerns and to exercise your rights under as
follows:

Académie de Musique Mountain Piano
Route des Layeux 3
CH- 1884, Villars-sur-Ollon
info@mountain-piano.ch

3. What data do we process?

We process various categories of data about you. The main categories of data are
the following:
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· Technical data: When you use our website or other online offerings (for
example free Wi-Fi), we collect the IP address of your terminal device and
other technical data in order to ensure the functionality and security of
these offerings. This data includes logs with records of the use of our
systems.

· Communication data: When you are in contact with us via the contact
form, by email, telephone or by letter or other means of communication,
we collect the data exchanged between you and us, including your contact
details and the metadata of the communication. If we have to determine
your identity, we collect data to identify you (for example a copy of an ID
document).

· Master data: With master data we mean the basic data that we need, in
addition to contract data (see below), for the performance of our
contractual and other business relationships or for marketing and
promotional purposes, such as name and contact details, and information
about, for example, your role and function, your bank details, your date of
birth, customer history, powers of attorney, signature authorizations and
declarations of consent. We process your master data if you are a
customer or other business contact or work for one (for example as a
contact person of the business partner), or because we wish to address
you for our own purposes or for the purposes of a contractual partner (for
example as part of marketing and advertising.

· Contract data: This means data that is collected in relation to the
conclusion or performance of a contract, for example information about the
contracts and the services provided or to be provided, as well as data from
the period leading up to the conclusion of a contract, information required
or used for performing a contract, and information about feedback.·
Behavioural and preference data: Depending on our relationship with
you, we try to get to know you better and to tailor our products, services
and offers to you. For this purpose, we collect and process data about
your behaviour and preferences.

· Other data (for pictures of students and teachers): We also collect data
from you in other situations. For example, data that may relate to you
(such as files, evidence, etc.) is processed in relation to administrative or
judicial proceedings. We may also collect data for health protection (for
example as part of health protection concepts). We may obtain or create
photos, videos and sound recordings in which you may be identifiable (for
example at events, with security cameras, etc.). The retention period for
this data depends on the processing purpose and is limited to what is
necessary.

Much of the data set out in this section is provided to us by you. You are not obliged
or required to disclose data to us except in certain cases, for example within the



framework of binding health protection concepts (legal obligations). If you wish to
enter into contracts with us or use our services, you must also provide us with certain
data, in particular master data, contract data and registration data, as part of your
contractual obligation under the relevant contract. When using our website, the
processing of technical data cannot be avoided.

4. For what purposes do we process your data?

We process your data for purposes related to communication with you, in particular
in relation to responding to inquiries and the exercise of your rights and to enable
us to contact you in case of queries. For this purpose, we use in particular
communication data and master data. We keep this data to document our
communication with you, for training purposes, for quality assurance and for
follow-up inquiries.

We process data for the conclusion, administration and performance of contractual
relationships.

We process data for marketing purposes and relationship management, for
example to send our customers and other contractual partners personalised
advertising for products and services from us and from third parties. This may
happen in the form of regular contacts, through channels for which we have contact
information from you, but also as part of marketing campaigns. You can object to
such contacts at any time or refuse or withdraw consent to be contacted for
marketing purposes. With your consent, we can target our online advertising on the
internet more specifically to you.

5. With whom do we share your data?

In relation to our contracts, the website, our services and products, our legal
obligations or otherwise with protecting our legitimate interests and the other
purposes, we may disclose your personal data to third parties, in particular to the
following categories of recipients:

All these categories of recipients may involve third parties, so that your data may
also be disclosed to them. We can restrict the processing by certain third parties (for
example IT providers), but not by others (for example authorities, banks, etc.).

6. How long do we process your data?

We process your data for as long as our processing purposes, the legal retention
periods and our legitimate interests in documentation and keeping evidence require
it or storage is a technical requirement. You will find further information on the
respective storage and processing periods for the individual data categories in, and
for cookies. If there are no contrary legal or contractual obligations, we will delete or
anonymize your data once the storage or processing period has expired as part of
our usual processes.

7. How do we protect your data?



We take appropriate security measures in order to maintain the required security of
your personal data and ensure its confidentiality, integrity and availability, and to
protect it against unauthorised or unlawful processing, and to mitigate the risk of
loss, accidental alteration, unauthorised disclosure or access.

8. What are your rights?

Applicable data protection laws grant you the right to object to the processing
of your data in some circumstances, in particular for direct marketing
purposes, for profiling carried out for direct marketing purposes and for other
legitimate interests in processing.

To help you control the processing of your personal data, you have the following
rights in relation to our data processing, depending on the applicable data protection
law:

● The right to request information from us as to whether and what data we
process from you;

● The right to have us correct data if it is inaccurate;
● The right to request erasure of data;
● The right to request that we provide certain personal data in a commonly used

electronic format or transfer it to another controller;
● The right to withdraw consent, where our processing is based on your

consent;
● The right to receive, upon request, further information that is helpful for the

exercise of these rights;

If you wish to exercise the above-mentioned rights in relation to us, please
contact us in writing, at our premises or, unless otherwise specified or agreed, by
email; you will find our contact details in Section 2. In order for us to be able to
prevent misuse, we need to identify you (for example by means of a copy of your ID
card, unless identification is not possible otherwise).

Please note that conditions, exceptions or restrictions apply to these rights under
applicable data protection law (for example to protect third parties or trade secrets).
We will inform you accordingly where applicable.

If you do not agree with the way we handle your rights or with our data protection
practices, please let us know. If you are located in the EEA, the United Kingdom or in
Switzerland, you also have the right to lodge a complaint with the competent data
protection supervisory authority in your country.

9. Do we use online tracking and online advertising techniques?

We use various techniques on our website that allow us and third parties engaged by
us to recognize you during your use of our website, and possibly to track you across
several visits. This Section informs you about this.

We only collect the following categories of «cookies» (including other technologies
such as fingerprinting):



● Necessary cookies: Some cookies are necessary for the functioning of the
website or for certain features. For example, they ensure that you can move
between pages without losing information that was entered in a form. They
also ensure that you stay logged in. These cookies exist temporarily only
(«session cookies»). If you block them, the website may not work properly.
Other cookies are necessary for the server to store options or information
(which you have entered) beyond a session (i.e. a visit to the website) if you
use this function (for example language settings, consents, automatic login
functionality, etc.).

10.Can we update this Privacy Notice ?

This Privacy Notice is not part of a contract with you. We can change this Privacy
Notice at any time. The version published on this website is the current version.

Last updated: March 7 2024

Note:

«Personal data» means data relating to identified or identifiable individuals, which
means that the relevant data, in combination with additional data, make it possible to
draw conclusions about the identity of these individuals.


